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MILITARY, INTELLIGENCE, ENFORCEMENT AGENCIES AND SECURITY AGENCIES 
CONFERENCE (MIESAC) 

OFFICIAL PROGRAM OF THE EVENT 
Venue: Kuala Lumpur Convention Centre (KLCC)  

HALL 8A 
1000 hrs. – 1700 hrs 

Time Event/Activity Venue Remarks 

1000 – 1700 hrs Exhibition Open Exhibition Hall Open to Trade 
Visitors 

1000 – 1100 hrs  Track 1:  
CYBER CRIME SCENE INVESTIGATION (CSI) – LEVERAGING 
BIG DATA ANALYTICS FOR PREDICTIVE POLICING 
by Chen Yu-Fan 
Assistant Squadron Chief National Police Agency Taiwan 
International Criminal Affairs Division, Criminal Investigation Bureau. 
 

HALL 8A 
 

Closed Door 
Session 

 

1100 – 1130 hrs COFFEE & TEA BREAK 

1130 – 1230 hrs Track 2: 
 DELVE INTO THE SECRECY OF APT TRADECRAFT 
TARGETTING MILITARY & LAW ENFORCEMENT – THE ASEAN 
EDITION 
Mahmud Abd Rahman 
Specialist Defence Researcher 
 
NetbytesSEC  

1230 – 1330 hrs BREAK 

1330 – 1400 hrs RECEPTION OF VIPS & GUESTS FOR THE WELCOME ADDRESS 
& OPENING REMARKS 
 

1400 – 1430 hrs Welcome Address 
Director General – Defence Cyber and Electromagnetic Division 
 
Opening Remarks 
Chief Executive Officer, National Cyber Security Agency Malaysia 
(NACSA) 
 

1430 – 1530 hrs Keynote: 
THE BATTLE AGAINST DECEPTIVE USAGE OF AI IN COVERT 
OPERATIONS 
by Google Cloud Security/ Mandiant 
 

1530 – 1600 hrs COFFEE & TEA BREAK 

1600 – 1700 hrs Track 4: 
SHALOM AVITAN AND THE DARK WEB OF ILLICIT ARMS 
TRADE IN MALAYSIA - AN OSINT EXPOSÉ 
Ms Munira Mustaffa 
Founder and Executive Director of Chasseur Group 
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 Wednesday, 7th August 2024 (Day 1 of MIESAC, Day 2 of CyberDSA) 
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Thursday, 8th August 2024 (Day 2 of MIESAC, Day 3 of CyberDSA) 

 

Time Event/Activity Venue Remarks 

1000 – 1700 hrs Exhibition Open Exhibition Hall Open to Trade 
Visitors 

1000 – 1045 hrs  Track 5: 

DISINFORMATION AND MISINFORMATION IN CONFLICT - 
CASE STUDIES OF ISRAEL-HAMAS AND UKRAINE-RUSSIA 
Dr. Noor Nirwandy Bin Mat Noordin 
Fellow of Psychological Operations 
 
Centre of Media & Information Warfare Studies, Faculty of 
Communication & Media Studies, Universiti Teknologi MARA 
 

 

HALL 8A 
 

Closed Door 
Session 

 

1045 – 1100 hrs Prelude Track 5: 
Firsthand experience and insights on disinformation/misinformation 
forces in the Ukraine-Russia conflict. 
by  Lucas Martins, Jakob Fischer 
 

1100 – 1130 hrs COFFEE & TEA BREAK 

1130 – 1230 hrs Track 6: 
DEEPFAKES DETECTION FOR LAW ENFORCEMENT AGENCY 
- THE KOREAN NATIONAL POLICE AGENCY SOLUTION 
Mr. Munyeong Kim, Miss Narae Kang 
Cyber Investigators. 
 
Korea National Police Agency,  
National Office of Investigation, Cyber Crime Investigation Section 
 

1230 – 1330 hrs BREAK 

1330 – 1430 hrs Track 7: 
CHALLENGES IN INVESTIGATING CYBERCRIME INVOLVING 
E-EVIDENCE 
DCP Dato' Dr Lim Joo Soon  
Timbalan Pengarah (Cyber Crime) Jabatan Siasatan Jenayah 
Komersil  

1430 – 1530 hrs Track 8: 
LEVERAGING SHADOWSERVER FOUNDATION’S TRUST, 
CAPABILITIES, CAPACITY, AND EXPERTISE - BUILDING A 
WINNING PARTNERSHIP WITH LAW ENFORCEMENT 
AGENCIES 
Barry Raveendran Greene  
 
Security and Resilient Architect  
The Shadowserver Foundation 
 
 

1530 – 1600 hrs COFFEE & TEA BREAK 

1600 – 1700 hrs CyberDSA Closing Ceremony Cyber Stage, Hall 
7, Level 3 

Open to all 
participants 



Page 4 of 3  

 
 
 
**Important Notes** 
 
MIESAC Conference is a closed-door event. Only registered attendees from the following are allowed to enter for the 
plenary sessions.  
 
1. Members of the Asean Cyber Defence Network (ACDN) and Asean Defence Minister Meeting Expert Working Group 
in Cyber Security (ADMM EWG);  
2. Military Forces; 
3. Law Enforcement (LEA), Intelligence and Security Agencies;  
4. Regulatory Agencies and Statutory Bodies; 
5. Government Employees with security clearance; 
6. Investigators and Security Analysts with security clearance from the private sector. 


